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Problem
When REDCARD V2.0 is run from the Personal Computer (PC) Client there are Form (FRM) and Oracle (Ora) errors displayed when trying to access the database tables.  The information to be displayed is in the correct table in the correct format for REDCARD.

Solution

Please follow the steps outlined in Procedures to drop the REDCARD Roles and add the REDCARD roles and table access.  After the 'rcroles02.sql' script has been completed, the System Administrator (SA) or Data Base Administrator (FSDBA) will have to grant the REDCARD role(s) to the REDCARD users.  These will be the same roles the users had before REDCARD V2.0 was installed.  This must be done for the REDCARD users to have access to the REDCARD  tables.

Process Overview

A person with FSDBA privileges must run the Standard Query Language (SQL) script.  The script will be downloaded from the Fire Applications Support Web Page.  REDCARD users must not be logged on while the process is being run.

REDCARD Roles,  ‘rcroles02’, script will drop the REDCARD roles and add the REDCARD roles with the appropriate table access.  If the list file, ‘rcrole02.lis contains errors, please call the Fire and Aviation Management Applications Helpdesk at 800-253-5559.

Grant users the role(s) they were granted prior to REDCARD V2.0 installation.

The following is a list of procedures to check the constraints on the REDCARD Tables.

1.
Download SQL Script

2.
Drop and Add REDCARD roles and table access

3.
Grant users REDCARD role(s)
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Procedures

The following scripts require FSDBA privileges.  The scripts may be run from ORAWIN95 and SQL*Plus on the client or from the server.    The following directions are for the server version.

Download SQL Scripts to a SERVER

1.
Using a web browser go to http://www.fs.fed.us/fire/planning/nist/redc-tech.htm#REDCARD-TechNote.

2.
Click on REDCARD*TechNote-2001-02 to view TechNote.

3.
Click on RCTech200102.sql to download file.

4.
A “File Download” window will open identifying that you have chosen to download ‘rcrole02.sql from www.fs.fed.us’.

5.
Click on the button for ‘Save this program to disk’.

6.
Click on Okay.

7.
A ‘Save As” window will open with Save in C:\TEMP.  Change ‘C:\TEMP to \fsapps\fsprod\fam\redcard\bin.

8.  Click save.

9.
Exit the web browser.

9.
Open \fsapps\fsprod\fam\redcard\bin.  It should contain the following file.


















rcroles02.sql  --  REDCARD Drop and Add roles

Drop REDCARD Roles and

Add REDCARD Roles and Access to REDCARD Tables

       1.    As System Administrator log on as DCE ‘root’.  



Enter Command

  


  .  /usr/csapps/ui/environment/profile
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a.
This will allow the FSDBA to write log files.

b.
All log and .lis files will be written to fsapps/fsprod/fam/redcard/bin.

c.      Enter the following command



cd      /fsapps/fsprod/fam/redcard/bin

2.
As FSDBA log into SQL*Plus.  

3.
Enter the user name 'FSDBA' and the password for FSDBA.  Then enter the database alias (i.e. REDCARD, idb, etc).

4.
From the SQL Prompt, run the ‘rcrole02’ script from \fsapps\fsprod\fam\redcard\bin.  The log file is written in the bin directory.

a.
At the SQL*Prompt enter rcrole02.



sql>  rcrole02

b.
A log file ‘rcrole02.lis’ will be created.  Error messages may be displayed in the log file.  To access the log file, at the SQL*Prompt Enter  edit  rcrole02.lis



sql>edit  rcrole02.lis
c.           If ‘rcrole02.lis’ contains error messages, please call the Fire and Aviation Management Applications Helpdesk at 800-253-5559.

d. 
If ‘rcrole02.lis’ contains no error messages  go to the next step 

                                         Grant Users REDCARD Roles
Grant Users REDCARD Roles

1.   Use normal procedures to grant REDCARD users the same REDCARD role(s) they had prior to REDCARD V2.0 installation.

  2.
This must be done for them to be able to log on to REDCARD.
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